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Anomauyia. Y cmammi pozensioacmscs RUManHs nepcnekmus 3acmocy8anHts Wmy4Ho2o inmenekmy. 3aznaye-
HO, W0 HA CbO2OOHI 30epieaemuvcsi meHOeHYis Wo00 CKIAOHOCMI NepeipKu poOoomu cucmem umyyHo2o0 IHmenekmy Ha
BIONOBIOHICIb NPABOBUM HOPMAM MA ICHYIOUUM emuyHuM npunyunam. Lle ycKiaoHeHO makodc 8i0CYMHICMI0O €0UHUX
nioxo0is, w0 3aCmoco8yIOMbCsL NPU BUSHAYEHHI KpUmepiie emuyHocmi nio 4ac po3pooieHHs ma UKOPUCHIAHHS mexX-
HONO2T WmyyHo2o inmenekmy. Bionogiono, y cmammi npoananizosani MidDCHApoOHi npagoei akmu 3 NUmaHs npaeda ma
emuKU 3aCMOCY8AHHS UWMYYHO20 IHMEeLeKMY Y NOPIGHAHHI 3 OT0UUMU IMYUSHAHUMUY HOpmamu. [Ipoananizoeano docnio-
JICEHHSL IHOZEMHUX HAVKOBYIG, HA NIOCMABI AKUX BUABIEHO YLy HU3KY eMUYHUX NpoOIeM, AKI MOJICYMb GUHUKAMU NPU
PO3poOYI ma 3acmoCy8aHHi NPOSPAMU WMYUHO20 THMELEKMY, Wo MOodce NpUsecmu 00 pizHo20 pooy NPaBoGUX KOHQIIK-
mie ma CnomeopeHHs MOPAIbHUX HA0OaHb 1rocmed. Bionosiono, eébauaemucs ipHum po3pobnenns Emuunozo kodex-
€Y 3ACMOCYBANHA WMYYHORO THMENEKMY 6 AKOMY NPONOHYEMbCA POSMENCYBAMU MOPALbHI NPUHYUNY OISl CIBOPIO6AUi8
WMYYHO20 THMeNeKny ma 1020 Kopucmysadie. Y cmammi 6uU3HaAueHi npUHYUnu, Ha SAKUX Mae ipyHmyeamucsa Emuunuti
KOOEKC 3acmOCY8aHHs WMYUHO20 iHmeNeKmy. AKYeHmyemoca y6aza Ha momy, wo He OUBIAYUCH HA KOLO NOZUMUBHUX
MOACTUBOCIEL WIMYUHO2O THMENEeKMY, 08 CYCRIIbCMEAd OLlbld 8AANCTUBOI CHIOIMb NUMAHHA NPO 3aN00ICAHH WKOOU
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moouni ma it npasam. Ilpunanesicno, 3 po3pookoro Emuunozo KoOeKcy 3acmocy8ansi Wmy4yHo20 iHmeniekmy, HeoOXiono
NPpUHAMU NEe6HI Npasosi O0KymeHmu (nanpuxkiao, Incmpykyii 3 po3pooKu wmyuHo2o inmenekmy 0Jisi KOJWCHO20 3 NeGHUX
yineu suxopucmanns, Incmpyxyii' 3 opeanizayii ma 3acmocy8anHs WmyuHo2o iHmeiexknmy mowo). Bionosiono, y cmammi
HAB0OSIMbCsL OCsIKI NOLONCEHHSL U000 IX 3MiCcmy.

Kniwouosi cnosa: wmyunuii inmenexm, emuyHicms, npaso, npasa ioOUHI.

Dopmyn: 0; puc.: 0, mabn.: 0, 6ion.: 18.

Abstract. The article examines the prospects for the use of artificial intelligence. It is noted that today there is
a tendency towards the difficulty of checking the operation of artificial intelligence systems for compliance with legal
norms and existing ethical principles. This is also complicated by the lack of uniform approaches in determining the
criteria of ethics in the development and use of artificial intelligence technologies. Accordingly, the article analyzes
international legal acts on the law and ethics of artificial intelligence application in comparison with current national
norms. The author analyzes the research of foreign scholars, which revealed a number of ethical issues that may arise
in the development and application of artificial intelligence software, potentially leading to various legal conflicts and
distortion of the moral heritage of mankind. Consequently, it seems appropriate to develop an Ethical Code of Artificial
Intelligence Application, which proposes distinguishing between moral principles for creators of artificial intelligence
and its users. The article defines the principles on which the Ethical Code of Artificial Intelligence should be based. The
author emphasizes that despite the range of positive possibilities of artificial intelligence, the issue of preventing harm
to humans and their rights is more important for society. In conjunction with the development of the Ethical Code of
Artificial Intelligence Application, certain legal documents should be adopted (e.g., Guidelines for the Development of
Artificial Intelligence for each of the specific purposes of use, Guidelines for the Organisation and Application of Artificial
Intelligence, etc.). Accordingly, the article provides some provisions on their content.

Keywords: artificial intelligence, ethics, law, human rights.

Formulas: 0; fig.: 0, tabl.: 0, bibl.: 18.

Problem Statement. Despite the rapid the issue of the law and morality of artificial
development of artificial intelligence and its intelligence application is considered by many
use in various industries, the ethical issue of its legal scholars, including recent works by O.
application remains controversial. This raises Turut, O. Turut («Artificial Intelligence through
the question of whether artificial intelligence the Prism of Fundamental Human Rightsy,
algorithms can affect justice in resolving legal 2023); Y. Karpenko («Ethical Principles of
conflicts. Artificial Intelligence Application in Public

Relevance of the Research Topic. Administration», 2019), etc. Fragments of
Today, the topic of artificial intelligence is ethical applications of artificial intelligence can
relevant in all fields of science. This is due to also be traced in the works of domestic scientists:

the complexity of verifying the compliance of O.V. Plakhotnik, O.V. Bugay, O.I. Shvyrkov,
artificial intelligence systems with the law and A.V. Zhuk, Y.V. Karpenko, T.A. Shevchuk, T.V.
existing ethical principles, as well as the lack Shevchenko, Y.V. Svystun, T.G. Katkova, O.E.
of uniform approaches used to determine the Radutnyi, Y.V. Karpenko, etc.

ethical criteria for the development and use of Presentation of the main material.
artificial intelligence technologies. Lawyers, in Ethical reflection on various aspects of Internet
particular, are focusing on this topic, especially life began from the moment of its inception.
given the current need to identify new criteria Even then it became clear that a number of the
for «transparency» and «fairness» in law. It most important features of Internet use would
is clear that the power of artificial intelligence inevitably lead to crisis phenomena in the sphere
capabilities will only grow over time, creating of public morality. It was the Internet as a kind
new opportunities for users. Thus, the issue of free space that allowed millions of people
of determining the ethics of using artificial to initially see in it the possibility of additional
intelligence as an assistant in resolving legal freedom, including from social control and moral
conflicts is highly relevant. requirements [1, c.152]. Today, the issue of the

The Purpose and Objective of the ethical application of artificial intelligence in the
Article. The purpose of this article is to clarify field of law is guided by a relevant document
the ethics of using artificial intelligence in from the European Commission on the Efficiency
resolving legal conflicts. of Justice of the Council of Europe — the

Analysis of the Latest Research and European Ethical Charter on the Use of Artificial
Publications. In the scientific community, Intelligence in Judicial Systems and their
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Environment [2]. The European Commission for
the Efficiency of Justice, as set out in the Charter,
views the application of Al in the field of justice
as a means to improve efficiency and quality.
However, it must be implemented in a responsible
manner that complies with the fundamental
rights guaranteed, in particular, by the European
Convention on Human Rights (ECHR) and the
Council of Europe Convention on the Protection
of Personal Data. For the CEPE]J, it is essential to
ensure that Al remains a tool serving the general
interest and that its use respects individual rights.
According to this document, the ethical principles
of the use of artificial intelligence pertain to the
administration of justice and emphasize the
obligation to strictly observe fundamental human
rights when using artificial intelligence. In this
regard, the document outlines the use of artificial
intelligence to identify questionable practices of
judges by analyzing the texts of court decisions
and other information contained in computerized
systems and registers in the administration
of justice. The ethics of artificial intelligence
also address the issue of discrimination (in the
sense of preventing any discrimination between
individuals or groups of people) in relation to the
processing of court decisions [3].

According to the Concept of Artificial
Intelligence Development in Ukraine, the primary
objective of state policy in the legal regulation of
artificial intelligence is to ensure the protection
of the rights and freedoms of participants in Al-
related relations, and to promote the development
and use of Al technologies in accordance with
ethical standards. However, challenges persist
due to the difficulty in verifying Al systems’
compliance with laws and ethical principles,
alongside the absence of uniform approaches to
defining ethical criteria across different industries
[4].

These strategies align closely with
the principles outlined in the White Paper on
Artificial Intelligence: A European Approach to
Excellence and Trust (2020), which emphasizes
the safety of Al and its societal benefits. The use
of Al aims to uphold the values and rights of EU
citizens [5]. Consequently, Ukrainian legislation
necessitates specific amendments, particularly
in ethical standards. There is an urgent call to
establish an Al Code of Ethics involving a wide
range of stakeholders, as also outlined in the
national Concept [4].
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However, implementing ethical standards
faces numerous challenges. For instance,
researchers (Cummings and Beilenson, 2016)
rightly point out the absence of a standardized
implementation of virtual reality. Virtual
environments  integrate  various functions
and technologies to achieve specific goals or
solve particular tasks [6]. Consequently, these
researchers noted that current laws do not align
with ideal technological development [7].

Artificial intelligence operates based
on human programming, highlighting the need
for further development of ethical rules and
responsibility in its creation. This concern is
underscored by studies revealing racial biases in
Al systems, such as their propensity to identify
repeat crimes among accused individuals.
LinkedIn’s advertising program showed a
preference for male names in searches, while
Microsoft’s chatbot Tay, after a day on Twitter,
began spreading anti-Semitic messages [7].
These studies expose a range of ethical issues
Al applications can create, potentially leading
to immoral corrections and distorting mankind’s
moral achievements. Scholars also stress
that: «Viewed comprehensively, Al can pose
risks to individuals and entire societies. It can
impact fundamental societal values, potentially
violating individual rights such as informal self-
determination, privacy, personal data protection,
freedom of expression and assembly, non-
discrimination, rights to an effective judicial
remedy and a fair trial, as well as consumer
protection» [8].

We fully agree with Bryson’s assertion:
«People expected Al to be unbiased; that’s just
wrong. If the underlying data reflects stereotypes
or if Al is trained from human culture, these
biases will be reflected» [7]. These concerns
have prompted the creation of the EU Artificial
Intelligence Act - the first comprehensive
regulation on Al by a major regulatory body
anywhere (2024), aimed at addressing existing
risks within Al systems [9]. Scientists have also
observed that current laws do not adequately meet
the «ideal» application of artificial intelligence
[10]. In essence, the development of technology
is forging its own path.

In Ukraine, the risks associated with
the introduction of artificial intelligence, both
known and unknown, are being addressed
by the Ministry of Digital Transformation of
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Ukraine and studied by the National Academy
of Sciences of Ukraine. The Academy’s primary
areas of scientific activity include researching
and solving general theoretical and applied
problems of artificial intelligence [11]. The main
tasks today include ensuring the observance of
human and civil rights and freedoms, as well
as their protection during the use of artificial
intelligence technologies and addressing the
ethical challenges that arise. In this regard,
scientists have proposed principles to guide the
development of a Code of Ethics for artificial
intelligence systems, such as usefulness, legality,
transparency, stability, and responsibility [12,
pp. 95-96]. Furthermore, it seems essential to
introduce the principle of human centricity,
which suggests that AI should not provide
definitive solutions to cases or legal conflicts but
should function as an auxiliary tool for decision-
making.

In addition, it seems appropriate to
differentiate in the Code of Ethics between
principles for creators of artificial intelligence
and users. Ethical principles should primarily
serve as a concentrated expression of the most
important values outlined in the European
doctrine of human rights and freedoms within
a specific legal system. These foundational
values should encompass the ethical framework
of the entire society and be integrated into the
development and enhancement of artificial
intelligence systems — comprising semantic
guidelines and procedural standards. Therefore,
the principle of unconditional respect for human
dignity should be embedded in the development
of the Code of Ethics for the Application of
Artificial Intelligence, aiming to prevent any
intent to divide humanity based on nationality,
race, socioeconomic status, religion, etc.

The utilization of artificial intelligence
in legal disputes, in this context, should not
be arbitrary but rather rigorously governed by
specific algorithms of action: identifying typical
or atypical situations, conducting complex
mathematical calculations, statistical sampling,
identity verification, etc. For instance, as observed
by researchers, artificial intelligence should
«abstract from irrelevant circumstances, facts,
documents, and other evidence not pertinent to
the subject matter of the dispute» [13, p. 154].
However, it’s important to note that developers
of artificial intelligence often lack knowledge of
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procedural law, making it challenging to teach
a machine to discern relevance in specific legal
conflicts. Simultaneously, employing artificial
intelligence in economics and intellectual
property protection can expedite the accurate
detection of legal abuses, focusing on products,
service marks, works, etc., rather than individuals.

It is worth noting that the world is
increasingly embracing «life simplification,»
viewing it as essential to support the
development of devices and applications that
facilitate this goal [14]. The delegation of
decisions and tasks to artificial intelligence
appears to streamline human time and resources
overall. However, society must prioritize
avoiding harm to individuals and their rights.
The United Nations has already recognized
the risks associated with artificial intelligence
and voiced concerns. UN High Commissioner
for Human Rights Michelle Bachelet (2021)
has called for a global moratorium on the use
of Al technologies in cases where they violate
human rights. Specifically, Al applications that
should be prohibited include systems used by
certain states to monitor individuals’ activities,
as well as tools that categorize individuals
based on characteristics such as nationality
or gender [15]. Similar concerns are echoed
by other researchers who perceive this «life
simplification» as a potential future threat [16].
For example, researchers at the Ukrainian Centre
for Democracy and Rule of Law have observed
negative consequences in many countries (such
as the UK, China, Colombia, India, etc.) due to
the use of Al in judicial systems. They highlight
that Al generates text based on statistical
patterns within educational materials, rather
than conducting fact-checking or verification.
Consequently, if there are inaccuracies or errors
in the training data, Al may replicate these
mistakes [17]. This study aligns closely with the
Council of Europe’s Opinion (2020) «Access to
Justice - Harnessing the Power of Digitalisation,»
which warns that AI’s use in the justice sector
could reinforce existing discrimination and
opaque decision-making processes, potentially
violating fundamental human rights such as
liberty, non-discrimination, privacy, and fair
trial. According to this document, Al should not
compromise judges’ decision-making autonomy
or impartiality [18].

Thus, Ukrainian legislation needs to
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develop an Ethical Code for the Application
of Artificial Intelligence that adheres to the
principles outlined in the Ethical Charter on
the use of artificial intelligence in the judiciary
and its environment. These principles include:
respect for fundamental human rights; non-
discrimination, ensuring no discrimination
occurs between individuals or groups; quality
and security in processing court decisions and
data within a secure technological environment;
the principle of «user control,» where all
procedural aspects, capabilities, and functions
of artificial intelligence should be clearly
articulated in language compliant with Article 6
of the European Convention on Human Rights;
transparency, impartiality, and fairness [19]

In addition to the above, it seems
necessary to adopt specific legal documents in
Ukraine, such as: guidelines for the development
of artificial intelligence for each specific use case,
regulations on the organization and application of
artificial intelligence, etc. These legal measures
should include the following provisions: defining
the goals of artificial intelligence use; outlining
a clear set of tasks for artificial intelligence;
ensuring transparency and voluntary consent in
its deployment; ensuring objectivity in decision-
making by officials based on Al-generated results;
implementing inspections and monitoring to
improve Al efficiency; introducing measures to
prevent and detect risks of corruption and misuse
in Al applications.

Furthermore, the outcomes of artificial
intelligence should not: form the basis for
legal consequences; be the sole foundation
for administrative and managerial decisions;
or serve as conclusive evidence in legal
cases, etc. Therefore, data obtained through

Jimepamypa:

artificial intelligence should be used strictly
for informational purposes, characterized as
«probable» or «indicative». This approach aims
to safeguard fundamental human rights, which
serve as the cornerstone of the rule of law. It
underscores not only the shared responsibility
between individuals and the state but also
protects people from undue reliance on artificial
intelligence.

Conclusions. Despite its ability to process
large amounts of information quickly and its
powerful data matching and analysis capabilities,
artificial intelligence will never replace humans.
The development of artificial intelligence is
based on self-improvement, making the ethical
and legal boundaries of its use an important
and pressing issue. Therefore, it is necessary to
separate the Code of Ethics for the Application
of Artificial Intelligence into rules applicable to
its creators and separately to its users.

Furthermore, Ukraine needs to adopt
specific legal documents that regulate the
development and usage of artificial intelligence,
alongside establishing appropriate standards for
its application. These guidelines will provide
a basis for legal oversight over both producers
and users of artificial intelligence. Moreover,
legal principles should uphold human rights and
ethical norms within society.

The limits of artificial intelligence
should be defined by legal norms. Consequently,
information generated or received by users
should not serve as evidence in legal cases or
be considered a «final solution». Data obtained
from artificial intelligence should only serve as
guidance to ensure the safety and uphold the trust
of individuals in their rights and fundamental
freedoms as proclaimed by the state.
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